Performance of a protection system for DC grids


1 Department of Electrical Engineering, University of the Basque Country UPV/EHU
Plaza Ingeniero Torres Quevedo, 1, 48013 Bilbao (Spain)
Phone/Fax number: +0034 946 017278, e-mail: mariajose.perez@ehu.eus

Abstract. The development of High Voltage Direct Current (HVDC) transmission technology is still challenging due to unresolved technical issues, mostly in terms of protecting the system. The overcurrents and voltage drop produced by fault conditions are severely dangerous to the Voltage Source Converters’ (VSC) electronic components. Hence, fast protection systems are needed. This paper proposes a full-selective protection system in conjunction with hybrid HVDC circuit breakers. This protection system employs the rate-of-change-of-voltage and the differential-current algorithms for primary and backup fault protections. This protection scheme is applied to a HVDC grid and an analysis of its performance is presented. This system is evaluated with several fault scenarios that include different fault characteristics. The rate-of-change-of-voltage algorithm’s fast operation and the differential-current algorithm’s high selectivity are verified.
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1. Introduction

High Voltage Direct Current (HVDC) transmissions are becoming a promising alternative for new expansions of power systems [1]. The development of Voltage Source Converters (VSC) makes possible the prospect of building Multi-Terminal (MT) HVDC grids in the near future. However, under direct current (DC) fault conditions the voltage collapses sharply and the current rises quickly to very high levels because of the small line resistance. The fault traveling wave propagates rapidly throughout the entire system affecting its components. The fault effects are more problematic on the power electronic devices of the VSCs. Insulated Gate Bipolar Transistors (IGBT) can only withstand twice their nominal current and not the high fault-induced overcurrents [2]. Then, fault conditions have to be detected and cleared in the time range of 10 milliseconds [3], to avoid the damages on the converters [4]. Consequently, fast and reliable detection algorithms have to be developed [5].

In addition, the protection system of Point-to-Point (P2P) HVDC links traditionally uses alternating current (AC) Circuit Breakers (CB) and consequently the system is completely shut down under fault conditions. This kind of fault clearing strategy is not suitable for MT HVDC systems, which makes the evolution from P2P to MT systems challenging [6].

Hence, a more appropriate protection strategy is to use HVDC CBs to isolate only the faulty part of the MT system [7]. Consequently, HVDC CBs have to operate with fast speed, be able to interrupt high currents [8] and to dissipate the energy stored in the system [9].

In order to do this, protection algorithms have to present a selective, fast and accurate operation. A basic classification would be between local-measurement-based algorithms and communication-based algorithms. Those using only locally available measurements are the so-called local-measurement-based algorithm. They present faster operation speed since they only work with single-ended data but they lack selectivity [10], which can be improved with inductive reactors, delimiting the borders of the protection zone. Furthermore, inductors can limit the rate of rise of the DC current. This way, HVDC CBs must interrupt lower currents but they will have to dissipate a greater amount of energy [11]. Besides, the performance of this type of algorithm is determined by the fault discrimination threshold. The threshold value is selected according to the characteristics of the grid and through simulations. It affects the sensitivity and selectivity of the protection algorithm. A higher value increases the selectivity at the expense of the sensitivity. Local-measurement-based algorithms use directly the current and voltage magnitudes or mathematically process them. Some examples of the first category are the overcurrent [12] and undervoltage [13] algorithms; while among the last category we can find the rate-of-change-of-voltage [14] and rate-of-change-of-current algorithms [15].

Meanwhile, communication-based algorithms use a communication channel to trade information between the borders of the protection zone. The present an inherent selectivity [16] while their operation speed is slower since
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2. Proposed protection systems for HVDC grids

Protection systems must avoid damages on components and ensure a continuous and safe system operation during fault conditions and after fault clearance. Consequently, fault isolation and clearance have to be accomplished in the shortest time possible [4], minimizing its impact on the system [25]. Hence, the performance of a protection system has to comply with the requirements of reliability, selectivity, sensitivity, speed and recoverability [26]. Satisfying these requirements is essential to enable a stable and safe operation of the system. The different components of a protection system could affect this stability if they are not adequately selected. Circuit breakers stand out as the main devices considering that they isolate the affected part of the system, interrupt the current and absorb the energy stored in the system. Besides, the adopted fault clearing strategy is a major concern given that it can minimize a fault condition’s impact on the system.

The proposed protection system considers primary and backup protections, which are based on different algorithms with parallel operation for the purpose of saving time between the operation of the primary and backup protection systems. The objective is to sum up the benefits of each algorithm and to improve the reliability of the protection system.

A. Circuit breakers

HVDC CBs present a fast operation and delimit the system in independent protection zones. Thus, fault isolation is fulfilled without affecting the unaffected parts of the grid, which can continue operating. Accordingly, hybrid CBs are considered for the proposed system. Hybrid HVDC CBs present relatively low on-state losses and fast operation (2-5 ms) [27]. They consist of a main conduction branch with a semiconductor-based load communication switch (LCS) and a fast mechanical switch (FMS), as it is depicted in Fig. 1. The commutation branch’s components vary depending on the model, e.g., capacitor snubber circuits [28] or a power electronic breaker [29]. The current circulates through the main conduction branch under normal conditions. When a fault occurs, the LCS commutates the current from the main branch to the commutation branch in order to enable the FMS opening. Finally, the main breaker commutates the current to the energy absorption branch, where surge arresters absorb the energy stored in the system driving the line current to zero.

Besides, limiting inductors can limit the rate of rise of the fault current between the range of the interrupting capability of the HVDC CBs. Moreover, these inductors delimit the protection zone and improve the algorithm’s selectivity. Nevertheless, a larger inductor size of requires CBs with a higher energy dissipation capability and might also affect the stability of the system [29].

![Fig. 1. Scheme of a hybrid HVDC circuit breaker.](image-url)

B. Fault Clearing Strategy

A fault condition’s impact on the HVDC and AC grids should be minimized and therefore, the isolated zone of the system should be as small as possible. This way, the damage and stress on the components can be avoided.
Moreover, a shutdown of a large part of the HVDC system can have a relevant impact on the stability of the AC grid.

The selected fault clearing strategy modifies the fault condition’s effects on the grid during the fault clearing process [9]. A full-selective fault clearing strategy resembles the traditional AC strategy. Several independent protection zones are demarcated and hybrid HVDC CBs are placed at the limits of each zone. This way, only the faulty zone is disconnected and the healthy zones remain operative. Hence, the fault condition impact is minimized.

C. Proposed protection algorithms

As it has been previously emphasized, the most restrictive requirement for a protection system in HVDC grids is the speed, since fault conditions must be cleared in just a few milliseconds. Due to this, a local-measurement-based algorithm is selected to operate as the main protection in this paper. This main protection algorithm is the rate-of-change-of-voltage (ROCOV) algorithm, which consist of calculating the DC voltage derivative. A communication-based algorithm is also implemented as a backup protection to perform in case of failure in the operation of the primary protection. This backup protection algorithm is a differential-current algorithm. Fibre optic is assumed as the communication channel medium. In addition, the differential-current algorithm is also applied to the high resistance fault protection since these conditions are challenging for the ROCOV operation. Both algorithms work in parallel in order to save time between their operations.

1) Main protection algorithm

The ROCOV algorithm is used as the main protection in this paper. This ROCOV algorithm is selected since a fast operation is one of the essential requirements for a primary protection. The ROCOV algorithm is classified as a local-measurement-based protection method. It employs DC voltage measurements to calculate its derivative as in (1); where \( V_1 \) is the voltage magnitude at time \( t_1 \) and \( V_2 \) is the voltage magnitude at time \( t_2 \), being time \( t_2 \) greater than time \( t_1 \).

\[
\text{ROCOV} = \frac{\Delta V}{\Delta t} = \frac{V_2-V_1}{t_2-t_1} \tag{1}
\]

Theoretically, the DC voltage is constant during normal operation conditions; therefore, its derivative is zero. Conversely, the DC voltage derivative value increases quickly as the DC voltage drops sharply and almost instantaneously during fault conditions [30]. This characteristic of the ROCOV value makes it a good fault marker [3]. However, the DC voltage is not constant due to fluctuations and disturbances during normal operation conditions in actual systems. Therefore, the fault discrimination is achieved by comparing the DC voltage derivative to a previously selected threshold [17], as in (2).

\[
\text{ROCOV} > \text{ROCOV}_{\text{th}} \tag{2}
\]

The value of the threshold, \( \text{ROCOV}_{\text{th}} \), depends on the characteristics of the grid and it is selected through simulations [31]. A higher threshold value improves the selectivity at the expense of its sensitivity [32].

2) Backup protection algorithm

The differential-current algorithm is employed as a backup protection in case the main protection operation fails in the proposed protection system.

The differential-current algorithm is a communication-based protection. It is based on summing the input and output currents of a protection zone [3]. The input and output currents are equal during normal operation conditions; hence, the differential-current is zero. However, the differential-current value increases quickly during fault conditions since the input and output currents are different. This feature is used as a fault marker. The differential-current on a link \( Lij \) is calculated in (3), where \( Iij \) is the current measured at one end of the link and \( Iji \) is the current measured at the other end of the link. The reference current direction is shown in Fig. 2.

\[
\text{DiffCurr}_{\text{line}} = I_{ij} + I_{ji} \tag{3}
\]

Fluctuations, disturbances and losses can make the input and output current differ during normal operation conditions. As a result, the differential-current value is compared to a threshold value to allow fault discrimination as in (4) [4].

\[
\text{DiffCurr} < \text{DiffCurr}_{\text{th}} \tag{4}
\]

This method is robust and inherently selective [16]. It also provides directionality [19]. However, it depends on the communication channel and it is limited by the communication speed [2]. In this paper, a communication time delay of 1 ms per 200 km is assumed [33].

3. Study case

This section is focused on the analysis and validation of the combined performance of local-measurement-based and communication-based algorithms for primary and backup protections of a HVDC grid. Several fault conditions are simulated in PSCAD varying parameters as fault distance and fault resistance.

The four-terminal HVDC system shown in Fig. 2 is used in this study case to evaluate the performance of the protection system on PSCAD software [13]. There are five cables interconnecting two onshore AC grids and two offshore wind power plants. Half-bridge modular multilevel converters (MMC) are employed and a symmetric monopole configuration is used. MMC-4 is rated 1200 MVA while the remaining three converters are rated 900 MVA.
The protection philosophy is a full-selective strategy. Hybrid HVDC circuit breakers are placed at both ends of every cable in series with 0.1 H inductive reactors to delimit the protection zone borders. The operation time of the hybrid CB is assumed to be 2 ms. This way, the grid is partitioned in five protection zones, one per link. Cable lengths are 200 km (links 13 and 14), 150 km (link 24) and 100 km (links 12 and 34). As it has been detailed in the previous section, primary protection is a local-measurement-based algorithm, which uses ROCOV for fault detection with a selective threshold of 460,000 kV/ms. Backup protection is a communication-based algorithm based on differential-current. The differential-current protection employs a threshold of 1.5 kA for selectivity purposes. The ROCOV and the differential-current threshold values are selected through simulations [31], identifying the critical values and adding a safety factor to ensure the operation exclusively under internal fault conditions [34]. In this study case, a safety factor of 2 was selected and a sampling rate of 10 kHz was employed.

Several pole-to-pole (PtP) and pole-to-ground (PtG) fault conditions are simulated. Their locations in the links and their resistances are varied. Besides, fault condition F1 is located at the beginning of the link, F2 is located at a distance equal to half of the link length and F3 is located at the end of the link at a distance equal to the link length. Moreover, these values of fault locations and fault resistances are selected since they are the worst operation conditions in order to check the successful operation of the protection system. The most challenging cases for fault detection are those with the highest fault resistance and where the fault conditions are located at the farthest end of the protection zone from the relay point. From the perspective of current interruption, the worst cases are solid fault conditions located right in front of the relay point. The operation of the protection system is successful for every single simulated case. Thus, only the affected link is isolated while all external relays avoid misdetection and nuisance operation.

A. Low resistance fault condition analysis

Both protection algorithms are firstly analysed for different 0.01 Ω fault conditions changing the affected link and the fault distance. Table I summarises the analysis’ results, where the detection time (tdet) is the time required by the corresponding algorithm to detect the fault condition. The maximum current (Imax) is the maximum current magnitude handled by the HVDC CB during its operation. The difference between the detection times of both algorithms (Δt) represents the time needed by the differential-current-based backup protection to operate after the failure of the ROCOV-based primary protection. The last column shows the nuisance operation of the external relays (NT: not tripping, T: tripping).

The ROCOV-bases primary protection shows a detection time of about 1 ms for the most remote fault conditions (close to 200 km) and tens of microseconds for fault conditions located right in front of the relay point. Meanwhile, the detection time of the differential-current algorithm is slower. It takes around 1-1.5 ms to detect faults since it depends on the communication time delay, which is higher for longer cable lengths. Consequently, the CBs have to interrupt higher currents when the differential-current protection operates.

On the other hand, the time saved due to the parallel operation of both algorithms is up to 0.5 ms for remote faults while it is up to tens of microseconds for near fault conditions due to the very fast operation of the ROCOV algorithm in those cases.

In addition, Table I shows how no external relay presented a nuisance operation in any of the simulated cases.

B. High resistance fault condition analysis

Hereafter, the same fault conditions are simulated but with higher fault resistances, higher than 200 Ω for PtG faults and higher than 400 Ω for PtP faults. The ROCOV algorithms presents a successful operation for fault resistance values lower than those previously pointed out. However, higher fault resistances make ROCOV-based fault detection very challenging.

The results of the ROCOV-based primary protection and the differential-current-based backup protection are summarised in Table II. Symbols “O” and “X” represent successful and unsuccessful fault detection, respectively.

Any time the ROCOV-based protection fails detecting a simulated fault case, the differential-current-based protection successfully detects it. This way, the reliability and sensitivity of the combined protection system is improved. Once again, no nuisance operation of the external relays took place.

On the other hand, the detection time of the differential-current algorithm is affected by the high resistance fault conditions since the differential-current value takes longer to exceed the detection threshold. Nevertheless, the magnitude of the high-resistance-fault-induced currents are lower than in the case of low resistance fault conditions since the rate of increase of the fault current is not as sharp as in low resistance fault conditions.
4. Conclusions

A full-selective protection system employing hybrid CBs is proposed. The primary protection uses the ROCOV algorithm as a fault marker while the backup protection consists of the differential-current algorithm. Their combined performance is validated in a four-terminal VSC-HVDC grid modelled in PSCAD software against different fault conditions.

The ROCOV algorithm presents a very fast detection time meanwhile the performance of the differential-current-based backup protection is restricted by the communication time delay (1 ms per 200 km). Besides, the circuit breaker will have to perform under lower fault current conditions when the ROCOV algorithms operates compared to the differential-current algorithm’s operation.

Moreover, the parallel operation of both algorithms enables the operation of the backup protection after the failure of the primary protection saving around 0.5 ms for remote fault conditions. However, the ROCOV-based protection is not capable of detecting the fault condition when the fault resistance increases (over 200 Ω and 400 Ω for PtG and PtP, respectively) while the differential-current-based protection operates successfully regardless of the fault resistance.

Therefore, this full-selective protection system provides a fast primary protection and an inherently selective backup protection by combining the advantageous characteristics of the ROCOV and the differential-current methods. Therefore, the parallel operation of both algorithms ensures a reliable and sensitive protection which is suitable for HVDC grids even in the case of high resistance faults.
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